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REesumo: Este artigo analisa o papel das politicas publicas na protegao dos direitos da
personalidade frente aos desafios da inteligéncia artificial e da privacidade de dados no
Brasil. Justifica-se pela crescente ascensio da IA e seus impactos na privacidade e protegio
de dados, especialmente em um contexto onde lacunas regulatérias e desigualdades sociais
persistem, tornando crucial um arcabou¢o normativo robusto para garantir que o avango
tecnoldgico ocorra de forma ética e segura. Problematiza-se como a auséncia de politicas
publicas especificas para a regulamentagio da IA compromete a efetiva protecio dos direitos
da personalidade, como privacidade e seguranga de dados, e como a coleta e processamento
massivo de dados pela IA levanta preocupagoes sobre autonomia, dignidade e seguranga
dos individuos. Metodologicamente, adota-se uma abordagem hipotético-dedutiva,
baseada em revisao bibliogrifica e andlise documental de legislagoes. A pesquisa nao teve
cardter de revisao sistemdtica. Os resultados indicam que a IA, ao coletar e processar vastos
volumes de dados pessoais, levanta preocupagéoes sobre autonomia, dignidade e seguranca
dos individuos. Conclui-se que as politicas publicas sao cruciais para a efetivagio dos
direitos da personalidade, sendo essenciais para a educacio digital, a regulamentagao
especifica para a IA e a colaboragio entre Estado, setor privado e sociedade civil, visando
um uso ético e responsavel da tecnologia.

PALAVRAS-CHAVE: Inteligéncia artificial; Direitos da personalidade; Politicas publicas;
Privacidade; Protegao de dados.

AsstTrACT: This article analyses the role of public policies in protecting personality rights
in the face of the challenges posed by artificial intelligence and data privacy in Brazil.
It is justified by the growing rise of Al and its impacts on privacy and data protection,
especially in a context where regulatory gaps and social inequalities persist, making a
robust regulatory framework crucial to ensure that technological advancement occurs in
an ethical and safe manner. It addresses how the absence of specific public policies for the
regulation of Al compromises the effective protection of personality rights, such as privacy
and data security, and how the massive collection and processing of data by Al raises
concerns about the autonomy, dignity, and security of individuals. Methodologically, a
hypothetical-deductive approach is adopted, based on a literature review and documentary
analysis of legislation. The research was not a systematic review. The results indicate that
Al by collecting and processing vast volumes of personal data, raises concerns about the
autonomy, dignity, and security of individuals. It is concluded that public policies are
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crucial for the enforcement of personality rights and are essential for digital education,
specific regulation for Al, and collaboration between the state, the private sector, and civil
society, aiming at the ethical and responsible use of technology.

Keyworps: Artificial intelligence; Personality rights; Public policy; Privacy; Data
protection.

1 Introducao

A:;lscens;io da Inteligéncia Artificial (IA) representa uma das mais significativas
evolugoes tecnoldgicas da era contemporinea, com impactos profundos e
globais que redefinem a interagao humana com a tecnologia e a sociedade. Essa transformacao
¢ particularmente relevante no Brasil, onde o rdpido crescimento das tecnologias digitais e o
aumento na coleta de dados pessoais intensificam a necessidade de um arcabouco regulatério

robusto.

A TA, que abrange desde algoritmos simples a complexos sistemas de machine learning,
tem o potencial de reconfigurar diversas esferas sociais, incluindo servigos publicos e o setor
privado. No entanto, essa nova realidade levanta questoes prementes acerca da privacidade e da
protegio de dados, especialmente em paises onde lacunas regulatérias e desigualdades sociais

persistem.

O objetivo geral deste artigo ¢ analisar o papel das politicas publicas brasileiras na
protegao dos direitos da personalidade frente aos desafios impostos pela inteligéncia artificial
e pela privacidade de dados. A problemdtica central reside na auséncia de politicas publicas
especificas e abrangentes para a regulamentacao da IA, o que compromete a efetiva protegao
de direitos fundamentais como a privacidade, a autonomia e a seguranca de dados, levantando
preocupagdes sobre a dignidade e a seguranga dos individuos diante do processamento massivo

de informagdes pessoais.

Metodologicamente, este estudo adota uma abordagem hipotético-dedutiva,
fundamentada em uma revisio bibliogrifica e andlise documental de legislagoes pertinentes.
A pesquisa nio teve cardter de revisio sistemdtica, mas buscou explorar a literatura existente
e os marcos legais para construir uma compreensao aprofundada do tema. Foram consultadas

diversas fontes académicas e documentos oficiais para embasar a andlise.

O artigo estd estruturado em trés se¢oes principais. O primeiro capitulo explora a ascensao
da Inteligéncia Artificial e seus impactos na privacidade e protegio de dados, detalhando como
a coleta e o uso de dados pessoais por sistemas de IA geram preocupagdes sobre a seguranga e
a autonomia individual. O segundo capitulo aprofunda-se na protecao da privacidade e dos
direitos da personalidade no contexto juridico brasileiro, examinando a relevancia da LGPD e a
necessidade de adaptacio das normas diante da evolugdo tecnoldgica. Por fim, o terceiro capitulo
discute a importancia das politicas publicas para a efetivagao dos direitos da personalidade na era

da IA, propondo diretrizes para uma regulamentagao ética e responsavel.
Em conclusio, este trabalho ressalta que as politicas puiblicas s3o cruciais para a efetivagao

dos direitos da personalidade no cendrio da inteligéncia artificial. E fundamental que o Estado,

em colaboragao com o setor privado e a sociedade civil, promova a educacio digital e estabeleca
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uma regulamentagio especifica para a [A, assegurando um uso ético e responsavel da tecnologia

que preserve a dignidade e os direitos dos cidadaos.

2 A protecao da privacidade e os direitos da personalidade no contexto
juridico brasileiro

Os direitos da personalidade referem-se a um conjunto de prerrogativas que garantem
a protecio da dignidade e da identidade individual de cada ser humano'. No contexto juridico
brasileiro, esses direitos sao amplamente reconhecidos e envolvem elementos como a vida, a
satde, a honra, aimagem, e a privacidade. Assegurados pelo ordenamento juridico, especialmente
pelo Cédigo Civil e pela Constituigao Federal, esses direitos sao considerados insuscetiveis de
rentincia, sendo imprescindiveis para a constru¢ao de uma sociedade justa e respeitosa®. Com a
crescente presenga da inteligéncia artificial (IA) nas interagoes cotidianas e sociais, ¢ imperativo
discutir como essa tecnologia pode impactar esses direitos, tornando-se uma ferramenta tanto de

avanco quanto de risco a privacidade’.
¢o0q

A protecio de dados pessoais, um aspecto fundamental dos direitos da personalidade,
ganhou destaque com a promulgagao da Lei Geral de Protegao de Dados (LGPD) em 2018. Esta
legislacio estabelece diretrizes rigorosas sobre o tratamento de informagées pessoais, enfatizando

o consentimento do titular dos dados, bem como a transparéncia e a finalidade na coleta desses

dados?.

A aplicagdo da IA, que muitas vezes depende da andlise e do processamento de grandes
volumes de dados, levanta preocupagdes significativas sobre a potencial violagao de direitos
individuais, especialmente em relagao a privacidade e 4 autonomia do cidadao. A intersec¢ao
entre a IA e a protegio de dados requer um equilibrio delicado; enquanto a IA promete inovagoes
em diversos setores, ela pode também facilitar prdticas invasivas se nao forem implementadas

salvaguardas rigorosas.

No Brasil, a proteao dos direitos da personalidade em um ambiente digital em
constante evolu¢do demanda uma vigilincia continua tanto do Estado quanto da sociedade
civil. As politicas putblicas devem, portanto, ser adaptativas e proativas, garantindo que esses
direitos sejam respeitados e que a populagao esteja nio apenas ciente de sua privacidade, mas
também empoderada para protegé-la’. Isso implica nao apenas na regulamentacio de tecnologias
emergentes, mas também na educacio efetiva dos cidadaos sobre suas opg¢oes e direitos quanto
a0 uso de seus dados pessoais. Essa educacio pode ser implementada por meio de campanhas
informativas em midias de massa, inclusao da literacia digital no curriculo escolar desde os
primeiros anos e formagio de multiplicadores em comunidades e associagdes para disseminar o

conhecimento de forma acessivel®.
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Os Direitos da Personalidade sao um conjunto de prerrogativas fundamentais que visam
proteger aspectos essenciais da personalidade dos individuos, como a vida, a satde, a integridade
fisica, a honra, a imagem, a privacidade e a identidade’. No Brasil, esses direitos sdo reconhecidos
e garantidos tanto pela Constitui¢ao Federal de 1988 quanto pelo Cédigo Civil Brasileiro. A
Constituicio estabelece a dignidade da pessoa humana como um dos fundamentos do Estado
democrdtico, o que implica que a legislagao deve assegurar condigdes para que os individuos

possam gozar plenamente de seus direitos®.

Os Direitos da Personalidade sio absolutos, inaliendveis e irrenuncidveis, ligando-se a
esséncia do ser humano. O direito a privacidade e & protegao da imagem ¢ crucial em um mundo
com tecnologias digitais e inteligéncia artificial, que podem causar invasdes da vida pessoal. A
evolugao da coleta e tratamento de dados pessoais gera preocupagdes sobre a protegao desses

direitos frente a novas ameacas’.

Além disso, os Direitos da Personalidade nao apenas garantem direitos individuais, mas
também influenciam as politicas publicas, que precisam acompanhar as transformacoes sociais e
tecnoldgicas'®. O respeito e a prote¢ao dos direitos é um desafio continuo para o sistema juridico
brasileiro, especialmente na era digital. A intersec¢ao entre inovagio tecnoldgica e direitos
humanos exige didlogo entre legisladores, sociedade civil e institui¢des. Compreender os Direitos
da Personalidade é crucial para politicas publicas que protejam a dignidade humana, levando em

conta a influéncia da inteligéncia artificial nas relagoes sociais''.

A protecao de dados pessoais no Brasil é regida pela Lei Geral de Protegao de Dados
(LGPD), sancionada em agosto de 2018"%. A legislagio ¢ um marco na privacidade, refletindo
a crescente conscientizagio sobre a protecio de informagoes. A LGPD estabelece principios
e direitos para o tratamento de dados pessoais, aplicando-se a operagées com dados que
identifiquem individuos. A norma visa transformar a relagdo entre usudrios e organizagdes,

aumentando a transparéncia e conferindo maior controle aos cidadaos sobre suas informagoes'’.

No 4mbito das politicas publicas, a LGPD representa uma resposta as demandas sociais
em relacdo a privacidade na era digital. A articulagio entre o Estado, as institui¢oes e a sociedade
civil é crucial para assegurar a efetividade da protegio de dados. O governo brasileiro vem
implementando iniciativas de conscientiza¢ao e capacitacao, além de fomentar a discussao sobre

a adequacio das préticas de mercado em consonincia com a legislacio vigente.
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Entretanto, desafios persistem, como a necessidade de atualizagao das legislagdes setoriais
e a adaptagdo das pequenas e médias empresas as exigéncias da LGPD. A construgao de um
ambiente de conflanga e respeito as informagoes pessoais é, assim, um objetivo coletivo que

demanda esforcos continuos e colaboragao entre diversas esferas da sociedade.

A legislagao sobre privacidade no Brasil ¢ moldada pela Lei Geral de Protecio de Dados
(LGPD), criada pela Lei n° 13.709, de 14 de agosto de 2018. Essa lei surgiu em um contexto de
preocupagdo com a protecao de dados, decorrente da ascensao digital e da coleta de informagoes.
A LGPD define diretrizes para o tratamento de dados, abrange setores publico e privado e

introduz sangdes e a possibilidade de judicializagao para garantir a privacidade dos cidadios™.

A LGPD estabelece direitos essenciais para os titulares dos dados, promovendo
transparéncia e controle sobre informagoes pessoais. Entre eles, destaca-se o direito de acesso,
que permite saber quais dados estao sendo processados e para quais fins; o direito de retificagao,
que possibilita corrigir dados imprecisos; e o direito a eliminagdo, que permite solicitar a
exclusio de dados desnecessdrios, garantindo maior controle sobre as informagées e enfatizando

a privacidade em um mundo conectado.

A implementagiao da LGPD nao apenas sinaliza um avanco nas politicas de protegao
de dados no Brasil, mas também se alinha a normas internacionais, como o Regulamento Geral
sobre a Protegao de Dados da Unido Europeia (GDPR)". A conformidade com a LGPD torna-
se, portanto, essencial para empresas que operam no Brasil e desejam estabelecer uma relagio de

confian¢a com seus usudrios.

A Lei Geral de Prote¢ao de Dados (LGPD), promulgada em 2018, representa um marco
na regulagao da privacidade e protegao de dados pessoais no Brasil. Inspirada no GDPR da Uniao
Europeia, a LGPD define diretrizes para o tratamento de dados pessoais, abrangendo coleta,
armazenamento, uso, compartilhamento e exclusio. O Brasil busca resguardar a privacidade
dos cidaddos e promover a transparéncia nas priticas de tratamento, criando um ambiente de

conflanga essencial para a sociedade digital.

A lei estabelece principios essenciais para o processamento de dados, como necessidade,
adequacao e transparéncia. A LGPD também confere direitos aos titulares, incluindo acesso,
retificagdo e exclusio de informagdes. A Autoridade Nacional de Protecao de Dados desempenha
um papel central na implementagao da LGPD, responsdvel pela fiscalizagao e aplicagio de
sangoes'®. Embora a LGPD tenha entrado em vigor em 2020, sua aplicagio prética reflete uma
mudanga cultural tanto nas organiza¢oes quanto nas institui¢des pablicas, com um maior foco

em politicas de prote¢io de dados que respeitam e priorizam a privacidade dos usudrios.

Com o avanco da Inteligéncia Artificial (IA) em setores como satide, finangas e marketing,
a LGPD se torna ainda mais crucial, pois essas tecnologias dependem da coleta e andlise de
grandes volumes de dados pessoais. A implementacio de sistemas de IA deve ser compativel com
a LGPD, respeitando os direitos dos titulares e garantindo seguranca e anonimizagao adequadas.

14 BRASIL. Lei n° 13.709, de 14 de agosto de 2018. Lei Geral de Prote¢io de Dados Pessoais (LGPD).

15 UNIAO EUROPEIA. Regulamento (UE) 2016/679 do Parlamento Europeu e do Conselho, de 27 de abril de
2016. Relativo i protegio das pessoas singulares no que diz respeito ao tratamento de dados pessoais e a livre
circulagdo desses dados e que revoga a Diretiva 95/46/CE (Regulamento Geral sobre a Protecio de Dados). Jornal
Oficial da Uniao Europeia, L 119, 4 mai. 2016, p. 1-88.

16 BIONI, Bruno. Autoridade Nacional de Protecio de Dados: natureza juridica e desafios de implementagdo. Revista
da ANPD, Brasilia, v. 1, n. 1, p. 11-25, 2021.
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O desafio ¢ equilibrar a inovagao tecnoldgica e a prote¢ao das informagoes pessoais, exigindo

reflexdo e adaptagio continuas de legisladores, organizacoes e cidadios.

A Lei Geral de Protecio de Dados no Brasil estabeleceu direitos fundamentais para
titulares de dados pessoais, visando garantir a autonomia dos individuos sobre suas informacoes
e promovendo a privacidade, especialmente na era da Inteligéncia Artificial (IA). Dentre os
direitos, o direito de acesso permite ao titular solicitar uma cépia dos seus dados e entender seu

uso, promovendo transparéncia e responsabilizando empresas que manejam essas informacoes.

A LGPD garante direitos adicionais além do acesso, oferecendo uma protecio mais
robusta. O direito de retificagdo permite que o titular corrija informagoes incorretas ou
desatualizadas, assegurando a precisao dos dados. O direito & eliminagao permite excluir dados
pessoais desnecessdrios, reforcando a autonomia do titular. Ademais, o titular pode revogar
consentimentos, mantendo controle sobre suas informagées, principalmente em um cendrio

onde praticas de IA impactam decisoes sem o conhecimento do usudrio.

Esse equilibrio ¢ essencial diante do avanc¢o da inteligéncia artificial (IA), que, se nao
regulada, pode ameagcar a privacidade individual e a confianca nas plataformas digitais. Portanto,
além da regulamentacio, é fundamental fortalecer a educagio. Isso pode ser feito através da
criagdo de campanhas informativas abrangentes e da inclusao de temas como privacidade, ética
em JA e direitos digitais no curriculo escolar de forma transversal. Tais medidas capacitam os

cidadaos a entenderem e protegerem seus dados de forma proativa.

3 Desafios da implementacido da LGPD e as politicas publicas para protecao
da privacidade

A implementag¢io da Lei Geral de Protegao de Dados (LGPD) no Brasil enfrenta desafios
que requerem uma abordagem multifacetada. A conscientizagao sobre a protecio de dados
pessoais é fundamental, pois muitos cidadaos desconhecem os direitos conferidos pela LGPD e
os riscos de violagdes de privacidade. Campanhas educativas e a inclusio do tema na formacio
escolar s2o essenciais para criar uma cultura de prote¢ao de dados. Além disso, muitas pequenas
e médias empresas nao tém recursos e conhecimento técnico para seguir as diretrizes da lei, o que

gera riscos tanto para as organizagdes quanto para os titulares de dados.

Outro aspecto significativo é a fiscalizagao e cumprimento da LGPD, que enfrenta desafios
concretos devido a limitada capacidade operacional da Autoridade Nacional de Protegao de
Dados (ANPD). E fundamental que a ANPD receba suporte adequado, tanto financeiro quanto
infraestrutural, para que possa exercer sua fun¢ao de supervisao abarcando todas as empresas e

setores, incluindo aqueles que operam em ambientes digitais complexos e dinimicos'.

O fiscalizador deve desenvolver mecanismos eficazes de monitoramento e auditoria,
além de uma metodologia clara para investigar dentincias. Entretanto, é essencial que isso ocorra
sem cercear a inovagdo e o desenvolvimento tecnoldgico, garantindo que a regulagao funcione
como facilitador e nao como um entrave para o empreendedorismo. Assim, a criagdo de um

didlogo continuo entre a ANPD, a sociedade civil, e as empresas do setor privado ¢ vital para

17 BIONI, Bruno. Autoridade Nacional de Protecio de Dados: natureza juridica e desafios de implementagdo. Revista
da ANPD, Brasilia, v. 1, n. 1, p. 11-25, 2021.
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encontrar um equilibrio favoravel entre a protecao de dados e o crescimento econémico, coesio

social e desenvolvimento tecnoldgico.

Portanto, lidar com os desafios da implementagao da LGPD requer um esfor¢o conjunto
de diversas partes interessadas, visando a promog¢ao de um ambiente sustentdvel que respeite a
privacidade dos cidadios enquanto promove a inovagio e o respeito as normas. A construgio
dessa nova realidade no Brasil exige no apenas um comprometimento imediato, mas uma
visao a longo prazo que reconheca a privacidade como um direito fundamental, essencial para a

democracia e cidadania no contexto digital contemporaneo.

A educacio sobre privacidade deve comecar nas escolas, onde o conhecimento acerca
do uso responsdvel da tecnologia e dados deve ser incorporado ao curriculo. Iniciativas como
campanhas de conscientizagio e workshops para educadores e estudantes tém o potencial de
criar uma geragao mais consciente sobre a importancia da privacidade e seguranga digital. Por
exemplo, a inclusao de médulos de literacia digital em matérias como cidadania e tecnologia, ou
a realizacdo de feiras de ciéncia focadas em projetos de seguranca digital, seriam maneiras eficazes

de colocar isso em prética.

Além disso, as organizagoes devem investir em treinamentos continuos para seus
colaboradores, capacitando-os a reconhecer as implicagoes da LGPD em suas atividades didrias.
Isso pode ser feito através de plataformas de e-learning, simulados de ataques cibernéticos
(phishing) e workshops préticos sobre a anonimizagiao de dados. Essa educagio nio deve ser
vista apenas como o cumprimento de uma exigéncia legal, mas como uma oportunidade para

construir conflanga com o consumidor e, consequentemente, fortalecer a reputagio da marca.

Por outro lado, o papel do governo ¢ crucial na promogao da conscientiza¢io publica.
Campanhas e parcerias com a sociedade civil e o setor privado podem ajudar a disseminar
informagdes sobre os direitos dos cidadios em relagao aos seus dados. Essas campanhas informativas
podem ser veiculadas em diversas plataformas, desde midias de massa até redes sociais, para
alcancar publicos variados. Além disso, a criagao de diretrizes e critérios de regulamentagio que
favoregam a formacio de uma cultura de protegao de dados contribuird para o fortalecimento das

politicas ptblicas no Brasil, criando um ambiente onde a privacidade é valorizada e defendida.

Nesse contexto, a informacao correta e acessivel deve ser disponibilizada, permitindo que
todos os cidaddos compreendam suas prerrogativas e as medidas que podem adotar para proteger
suas informacoes pessoais. Assim, a conscientiza¢ao e educagdo se tornam pilares essenciais nio
apenas para a conformidade legal com a LGPD, mas para a construgio de um ambiente digital

mais seguro e ético para todos.

A fiscaliza¢do e cumprimento da Lei Geral de Prote¢io de Dados (LGPD) no Brasil
representam um aspecto fundamental na efetiva implementacio da legislacio, uma vez que a
protecio de dados pessoais nao se limita a criagao de normas, mas também 2 supervisao rigorosa
de sua aplicagao.

A Autoridade Nacional de Protecao de Dados (ANPD) foi estabelecida como o érgao
responsavel pela supervisao e fiscalizagdo do cumprimento da LGPD, desempenhando um papel
critico na definicdo de diretrizes, na estruturagio de sangdes administrativas e na promogio da
conscientizagio sobre a importincia da privacidade dos dados. A autonomia da ANPD para

investigar denuncias, promover auditorias e aplicar sangdes possibilita um cendrio mais robusto
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para a compliance das organizacoes, além de incentivar uma cultura de protegio de dados no

setor publico e privado'®.

Com a crescente digitalizagao das interagdes sociais e comerciais, a fiscalizacio efetiva
também requer uma colaboragao multifacetada entre a ANPD e outras entidades governamentais
e 6rgaos de controle, como o Ministério Pablico e as agéncias de defesa do consumidor. Essa
sinergia ¢ vital para a constru¢do de um ecossistema de prote¢io que nio apenas sinalize
irregularidades, mas que atue proativamente para evitd-las. A regulamentacio de prdticas de
tratamento de dados, desde a coleta até o compartilhamento, exige também uma atualizagao
constante de recursos e capacitagoes, garantindo que os agentes de fiscalizagio possuam as

competéncias necessdrias para lidar com as complexidades do ambiente digital.

Além disso, o cumprimento da LGPD implica um desafio adicional em face das
disparidades de capacidade entre as diferentes organizagoes, especialmente entre pequenas
e médias empresas que podem carecer de estrutura e recursos para se adequar as exigéncias
legais. Portanto, é essencial que a ANPD nao apenas aplique penalidades, mas também promova
orientagdes e ferramentas que auxiliem esses agentes econdmicos a se ajustarem a legislagao,
criando um espago de aprendizado e adaptagio. Em sintese, a fiscalizagio e o cumprimento
da LGPD sio componentes centrais para garantir que os direitos dos titulares de dados sejam
respeitados, estabelecendo assim uma base sélida para a confianga na governanga de dados no

Brasil.

A protegao da privacidade em um contexto de crescente uso da inteligéncia artificial no
Brasil demanda a concepgao de politicas pablicas robustas e abrangentes, que garantam os direitos
dos cidadaos enquanto promovem um ambiente seguro e ético para a inovagao tecnoldgica'. O
primeiro pilar fundamental é a promogao da transparéncia. Iniciativas governamentais devem
exigir que empresas e organizagdes sejam claras sobre o uso de dados pessoais, especialmente

quando esses dados alimentam sistemas de inteligéncia artificial.

Transparéncia nao apenas edifica a confianca do publico, mas também facilita a
responsabilizagio, permitindo que os individuos compreendam e controlem como suas
informagdes sao coletadas, processadas e armazenadas. Leis que exijam a divulgagao de préticas de
tratamento de dados, como a Lei Geral de Protegao de Dados (LGPD), sdo passos significativos,
mas ¢ essencial que essa regulamentagio seja ampliada com penalizagoes efetivas para violacoes e

mecanismos que assegurem a acessibilidade e compreensao das informagoes.

Adicionalmente, o desenvolvimento de diretrizes éticas que orientem a utilizagao de
tecnologias de inteligéncia artificial é fundamental para garantir que inovagdes nio comprometam
a privacidade dos cidadaos. O Brasil pode se beneficiar da criagao de comités interinstitucionais
que reinam especialistas em tecnologia, ética, direitos humanos e politicas ptblicas para formular
normas que orientem a pesquisa e aplicacio de inteligéncia artificial. Essas diretrizes devem
abarcar questdes criticas como a mitigagao de preconceitos algoritmicos e a promogao de praticas
de design centradas no usudrio, garantindo que consideragoes éticas sejam integradas desde a

concepgio até a implementagdo das tecnologias®.

18  BIONI, Bruno. Autoridade Nacional de Protecio de Dados: natureza juridica e desafios de implementagdo. Revista
da ANPD, Brasilia, v. 1, n. 1, p. 11-25, 2021.

19  BINENBOJM, Gustavo. Estado de Direito e Regulagio: fundamentos e desafios. Rio de Janeiro: Lumen Juris,
2014.

20 LEONARDI, Marcela. Privacidade e algoritmos: o direito & autodeterminacio informativa no cendrio da
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Por fim, o fomento a inovagio responsdvel deve ser incentivado por meio de programas
governamentais que apoiam startups e empresas de tecnologia na adogao de principios de
protegao da privacidade. Posturas proativas, como a cria¢io de incentivos fiscais para empresas
que implementem prdticas de tratamento de dados éticas e seguras, podem incentivar um
ambiente de negdcios no qual a privacidade é uma prioridade integral*’. A colaboragio entre
o setor publico e privado, aliada a participacio ativa da sociedade civil, é crucial para garantir
um desenvolvimento tecnolégico que seja nao apenas inovador, mas também respeitoso aos
direitos fundamentais relacionados a privacidade. Com a articulagio dessas politicas publicas,
busca-se criar um ecossistema onde a inovagao e a prote¢io da privacidade coexistem de forma
harmoniosa, assegurando que os beneficios da inteligéncia artificial possam ser desfrutados sem

sacrificar as liberdades individuais.

No cendrio brasileiro, iniciativas como a Lei Geral de Protegao de Dados (LGPD) ji
trazem diretrizes para a transparéncia em relagao ao tratamento de dados pessoais. Contudo,
a eficdcia dessa legislacio depende de medidas praticas que incentivem a divulgagio ativa das
préticas de IA adotadas por empresas e instituigoes publicas. A implementagdo de politicas que
priorizam a clareza nas informagdes sobre a coleta, armazenamento e utiliza¢ao de dados, além
da explicagio dos algoritmos empregados, é crucial nao s6 para a responsabilizacio dos usudrios,
mas também para a educagao do publico sobre o funcionamento da IA. Essa compreensao poderd
facilitar um debate mais robusto acerca dos direitos dos cidaddos em um ambiente digital ¢ a

forma como as decisoes influenciam suas vidas cotidianas.

O desenvolvimento de diretrizes éticas para a utilizagdo da inteligéncia artificial
(IA) no Brasil é um aspecto crucial para garantir que as inovagdes tecnoldgicas respeitem a
privacidade e os direitos dos cidadaos®. Essas diretrizes devem ser elaboradas com uma
abordagem multidisciplinar, envolvendo a colaboragio de especialistas em tecnologia, direito,
ética, e representantes da sociedade civil. Este processo colaborativo ¢ vital para que as diretrizes
refletem uma diversidade de perspectivas e preocupagdes, especialmente em um contexto em
que a inteligéncia artificial pode ter implicagoes profundas sobre a autonomia individual e a

seguranca de dados pessoais.

Além disso, a implementagdo dessas diretrizes deve ser acompanhada por mecanismos
de supervisao e responsabilidade para assegurar que as organizagdes estejam em conformidade.
Isso envolve nio apenas a criagio de estruturas de governanca, mas também a promogio de
uma cultura organizacional ética, em que os profissionais que desenvolvem e implementam
tecnologias de IA sejam instados a considerar as implicagdes sociais de seu trabalho. Ademais,
¢ fundamental que o governo brasileiro estabeleca um marco regulatério claro e rigido para a
protegao de dados, alinhado com as diretrizes éticas, que possa servir como um modelo para
outros paises na drea da inovagao tecnoldgica. Somente por meio de um compromisso sério com
diretrizes éticas robustas serd possivel alavancar o potencial da inteligéncia artificial de maneira

responsavel, garantindo uma sociedade mais justa e respeitosa dos direitos dos individuos.

inteligéncia artificial. Revista Brasileira de Direito Civil, Belo Horizonte, v. 22, p. 1-20, out. 2020.
21 ABRAHAM, Diego; GOMES, Marco Tulio. Privacidade por design e por padrio na LGPD: desafios e
oportunidades para a inovagio. Revista de Direito Empresarial, Curitiba, v. 18, n. 2, p. 235-256, jun. 2021.
22 MARQUES, Claudia Lima; OLIVEIRA, André Luis de. O consumidor na era da inteligéncia artificial: desafios
para a protecio de dados e a ética dos algoritmos. Revista de Direito do Consumidor, Sao Paulo, v. 27, n. 116, p.
33-52, mar./abr. 2018.



12 Revista Direitos Culturais, Santo Angelo, v. 20, n. 52, p. 3-17, set./dez. 2025.

O fomento a inovagio responsdvel no Brasil, especialmente a luz do impacto da
inteligéncia artificial (IA) sobre a privacidade, ¢ um tema central na formulagio de politicas
publicas. Iniciativas que incentivam a criagdo e a implementagao de tecnologias de IA devem ser
acompanhadas por diretrizes que garantam a protegio dos dados pessoais e que considerem as
implicagoes éticas e sociais associadas ao seu uso. E fundamental que esse fomento se traduza em
um ambiente favordvel 4 pesquisa e a0 desenvolvimento, promovendo solugdes que respeitem os

direitos dos individuos e estimulem a confianga na tecnologia.

Uma abordagem pritica para o incentivo a inovagio responsdvel pode incluir a criagio
de programas de apoio financeiro e técnico a startups que demonstrem um compromisso
claro com priticas éticas na utilizagdo de IA. Além disso, parcerias publico-privadas podem
ser fortalecidas com o objetivo de desenvolver tecnologias que, além de inovadoras, priorizem
a seguranca e a privacidade dos dados. Oferecer aos desenvolvedores e pesquisadores acesso a
recursos educacionais sobre ética em IA e privacidade permitird que solugdes mais conscientes e
sustentdveis sejam desenhadas. Essas iniciativas nao apenas promoverao a inovagao, mas também
auxiliardo na constru¢io de um ecossistema em que a transparéncia e a responsabilidade sejam

pilares da tecnologia.

Por outro lado, a regulamentagio deve acompanhar esses esforcos, garantindo que as
inovagdes ndo ocorram em um vécuo ético. O dispositivo legal, como a Lei Geral de Protecao de
Dados (LGPD), estabelece um marco para a utilizagio de dados pessoais, mas a sua efetividade
requer um comprometimento continuo com a adapta¢io e a melhoria das legislagoes existentes.
Politicas que promovam a colaboragao entre governantes, académicos e o setor privado sio
cruciais para alinhar interesses e objetivos, permitindo que a inovagao nao apenas avance, mas o
faca de maneira que resulte em beneficios sociais substanciais, sem comprometer a privacidade
dos cidadaos. Dessa forma, a inovagao responsavel se configura nao apenas como uma necessidade

do mercado, mas como um imperativo ético na era da inteligéncia artificial.

4 Conclusao e o futuro da privacidade em um mundo com IA

A medida que a Inteligéncia Artificial (IA) se integra cada vez mais em diversos aspectos
da vida cotidiana, o futuro da privacidade enfrenta desafios sem precedentes e oportunidades
inovadoras®. As tecnologias impulsionadas pela IA esto transformando a forma como dados
pessoais sao coletados, analisados e utilizados. Por um lado, a capacidade da IA para processar
grandes volumes de dados pode resultar em insights valiosos, permitindo que organizacoes
aprimorem seus servigos e atendam as necessidades dos cidadaos. No entanto, essa mesma
capacidade levanta preocupagoes sobre o uso indevido de informagoes pessoais, a vigilincia em
massa ¢ a possibilidade de decisdes automatizadas discriminatérias. Nesse contexto, é imperativo
que as politicas pablicas se adaptem para proteger os direitos de privacidade dos individuos,

especialmente em um ambiente no qual os dados se tornam cada vez mais valiosos.
Tendéncias emergentes, como a implementagio de regulamentagoes de protecio de
dados mais robustas e a promogao da transparéncia nas préticas de IA, sdo essenciais para garantir

que os avangos tecnoldgicos nao comprometam a privacidade. A Unido Europeia, através do

23  DONEDA, Danilo. Da privacidade & proteciio de dados pessoais. Rio de Janeiro: Renovar, 2006.
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Regulamento Geral sobre a Prote¢io de Dados (GDPR), serve como um exemplo de como
a legislagio pode moldar um framework que prioriza os direitos dos individuos**. No Brasil,
a Lei Geral de Protegao de Dados (LGPD) também representa um passo significativo nessa
dire¢ao. Contudo, o panorama legal ainda enfrenta grandes desafios, incluindo a necessidade
de harmonizagao com novas tecnologias e a adaptagio a um cendrio em répida evolugio, o que

demanda um equilibrio entre inovagao e protegio de dados.

Os desafios futuros, portanto, incluem nao apenas a necessidade de regulamentagao
eficaz, mas também a responsabilidade das empresas em adotar prdticas éticas no uso da IA®.
Além disso, é crucial que os cidadios estejam cientes de suas privacidades e direitos, promovendo
a alfabetizacao digital como um componente vital na construgao de uma sociedade informada.
A colaboragao entre governos, empresas e a sociedade civil serd fundamental para assegurar que
a privacidade nio seja sacrificada em nome da eficiéncia. Assim, o futuro da privacidade em
um mundo dominado pela IA dependerd fortemente do desenvolvimento de uma cultura que
valorize a prote¢io de dados, impulsionando solucoes que respeitem os direitos individuais e

incentivem a inovagao responsével.

A evolugio da inteligéncia artificial (IA) tem gerado um impacto significativo nas questoes
de privacidade e nas politicas publicas no Brasil, revelando tendéncias e inovagdes que moldam
o futuro nesse contexto. O aumento da coleta de dados garante um potencial extraordindrio
para melhorar servicos puablicos, otimizar processos industriais e proporcionar experiéncias
personalizadas ao cidaddo. Contudo, essa mesma coleta de dados suscita preocupagoes em relagio
a segurangca e a privacidade, enfatizando a necessidade de desenvolver ferramentas e frameworks

regulatdrios que conciliam inovagao tecnoldgica e protegao de direitos individuais.

Entre as inovagdes mais pertinentes que emergem nesse campo, destaca-se a utilizagio
de algoritmos de aprendizado de mdquina e mineragao de dados, que permitem a identificagao
de padroes em grandes volumes de dados. Essa tecnologia nao apenas facilita a previsio de
comportamentos ¢ tendéncias, como também levanta questdes éticas em torno da transparéncia
e da responsabilidade no uso dessas informagdes. Em resposta a esses desafios, algumas iniciativas
tém surgido no Brasil, incluindo projetos de lei e organizacdes dedicadas a protegao de dados
pessoais, como a Lei Geral de Protecao de Dados (LGPD), que estabelece diretrizes rigorosas

sobre a coleta, 0 uso e o armazenamento de informagoes pessoais.

Além disso, a preservacio da privacidade na era da IA tém inspirado o desenvolvimento
de ferramentas de anonimizagao e técnicas de minimizag¢io de dados. Essas inovagoes visam
assegurar que dados sensiveis possam ser utilizados para andlise e desenvolvimento, sem
comprometer a identidade e a seguranga do individuo. Movimentos em diregao a implementagio
de sistemas de auditoria e monitoramento baseados em IA também estio se tornando mais
proeminentes, permitindo uma andlise diniAmica da conformidade com as diretrizes de protecio

de dados®. A medida que o Brasil se adapta a este novo panorama tecnoldgico, ¢ imprescindivel

24 UNIAO EUROPEIA. Regulamento (UE) 2016/679 do Parlamento Europeu ¢ do Conselho, de 27 de abril de
2016. Relativo & protecio das pessoas singulares no que diz respeito ao tratamento de dados pessoais e & livre
circulagdo desses dados e que revoga a Diretiva 95/46/CE (Regulamento Geral sobre a Protecio de Dados). Jornal
Oficial da Unido Europeia, L 119, 4 mai. 2016, p. 1-88.

25 DIAS, Felipe da Veiga; BOLESINA, luri. Direito & protecdo de dados pessoais no Brasil e os tragos centrais de uma
autoridade local de protecio. Didlogos: Ciéncia, Cultura e Sociedade, Belo Horizonte, v. 1, n. 1, p. 1-20, 2017.

26 ABRAHAM, Diego; GOMES, Marco Tulio. Privacidade por design e por padrio na LGPD: desafios e
oportunidades para a inovagio. Revista de Direito Empresarial, Curitiba, v. 18, n. 2, p. 235-256, jun. 2021.
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que as politicas pablicas nao apenas abracem a transformacio digital, mas também promovam
a integragdo da ética e da responsabilidade na IA para garantir a confianga dos cidadios e a

salvaguarda de direitos fundamentais em um mundo em rdpida evolugao.

A evolugio da inteligéncia artificial (IA) traz & tona uma série de desafios que exigem um
exame critico do impacto sobre a privacidade e as politicas publicas no Brasil. Um dos desafios
mais prementes ¢ a necessidade de adaptagio das legislagoes existentes, como a Lei Geral de
Protegao de Dados (LGPD), para abranger a complexidade dos novos sistemas alimentados por
IA. As nuances do tratamento de dados pessoais, especialmente com a incorporagao de algoritmos
que processam informagdes em larga escala, tornam a fiscalizagdo e a aplica¢io das normas atuais
insuficientes. A implementagio eficaz da LGPD requer nio apenas a atualizagio de ferramentas

legais, mas também um esfor¢o continuo para entender os limites éticos e operacionais do uso

da IA.

Outro desafio significativo reside na crescente assimetria de informagio entre as grandes
empresas que desenvolvem tecnologias de IA e os cidadaos comuns. Essa disparidade pode resultar
em um uso indevido de dados pessoais, favorecendo préticas discriminatérias e exacerbando
desigualdades sociais. Nesse contexto, as politicas publicas precisam se tornar mais proativas,
estabelecendo diretrizes que promovam a transparéncia e a responsabilizagdo em rela¢io ao uso
da JA. A educagio digital, incluindo a conscientiza¢ao sobre a privacidade e os direitos dos
cidadaos, emerge como um aspecto crucial na equiparagio desse desequilibrio, capacitando os

usudrios a interagir de forma mais critica e informada com as tecnologias emergentes.

Por tltimo, a colaboracio internacional na governanga da IA e na prote¢ao da privacidade
¢ imperativa para o Brasil. A medida que a IA transcende fronteiras e se torna uma parte inerente
das estratégias tecnoldgicas globais, integrar-se a padroes e convengdes internacionais ¢ essencial
para enfrentar desafios que cruzam essas barreiras”’. Estabelecer parcerias com outros paises e
organizagoes pode facilitar a troca de melhores praticas e a formulagio de politicas robustas que
cuidem da privacidade de forma holistica. O futuro exige um enfoque integrado que articule
tanto a inovagao tecnoldgica quanto a protegao dos direitos individuais, criando um ecossistema

digital que respeite a dignidade e a autonomia dos cidadaos.

Além disso, é imprescindivel que o didlogo entre governo, setor privado e sociedade
civil seja fortalecido para promover uma cultura de respeito a privacidade. Isso deve incluir
a realizacdo de campanhas educativas que aumentem a consciéncia publica sobre os direitos
digitais e os riscos associados ao uso da inteligéncia artificial. O fomento a pesquisa em ética
da IA e a criagdo de comités que monitoram a implementagio de tecnologias emergentes sao
passos cruciais para assegurar que a inova¢ao nio comprometa a privacidade dos individuos.
Ao estabelecer diretrizes claras e mecanismos de controle, é possivel trilhar um caminho que
nao apenas fomente o desenvolvimento da IA, mas que também respeite as normas de direitos
humanos, assegurando que os beneficios da tecnologia sejam amplamente distribuidos, evitando
a criagdo de desigualdades sociais.

Por fim, um olhar atento as experiéncias internacionais, assim como a adaptagio das

melhores prdticas em politicas publicas, proporciona uma oportunidade impar ao Brasil. A

integragao de tecnologias de IA nas esferas administrativas deve ser feita de maneira cautelosa,

27  DIAS, Felipe da Veiga; BOLESINA, luri. Direito i protecio de dados pessoais no Brasil e os tragos centrais de uma
autoridade local de protecio. Didlogos: Ciéncia, Cultura e Sociedade, Belo Horizonte, v. 1, n. 1, p. 1-20, 2017.
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avaliando os impactos sociais e éticos concomitantes. Ao promover uma governanca da IA que
priorize a privacidade, o Brasil pode se posicionar como um exemplo positivo no cendrio global,
adotando uma abordagem que nio apenas acolha a transformacio digital, mas que também

resguarda a dignidade e os direitos dos cidadaos.

Referéncias

ABRAHAM, Diego; GOMES, Marco Tulio. Privacidade por design e por padrao na LGPD:
desafios e oportunidades para a inovagdo. Revista de Direito Empresarial, Curitiba, v. 18, n.
2, p. 235-256, jun. 2021.

AYLLON GARCIA, Jests Daniel. Inteligencia Artificial y Deepfakes: Las Ultrasuplantaciones
Como Medio Para Vulnerar Los Derechos al Honor, Intimidad y Propia Imagen. Anuario de la
Facultad de Derecho de la Universidad de Alcald, v. 17, p. 3, 2024.

BIONI, Bruno. Autoridade Nacional de Protecao de Dados: natureza juridica e desafios de
implementagio. Revista da ANPD, Brasilia, v. 1, n. 1, p. 11-25, 2021.

BINENBOJM, Gustavo. Estado de Direito e Regulagao: fundamentos e desafios. Rio de
Janeiro: Lumen Juris, 2014.

BINENBOJM, Gustavo. Direito Constitucional. 5. ed. Rio de Janeiro: Lumen Juris, 2014.

BRASIL. Constitui¢io da Republica Federativa do Brasil de 1988. Didrio Oficial da Uniao,
Brasilia, DE 5 out. 1988. Disponivel em: http://www.planalto.gov.br/ccivil_03/Constituicao/
Constituicao.htm. Acesso em: 25 jun. 2025.

BRASIL. Lei n° 10.406, de 10 de janeiro de 2002. Institui o Cédigo Civil. Didrio Oficial
da Uniao, Brasilia, DE 11 jan. 2002. Disponivel em: http://www.planalto.gov.br/ccivil_03/
leis/2002/L10406.htm. Acesso em: 25 jun. 2025.

BRASIL. Lei n° 13.709, de 14 de agosto de 2018. Lei Geral de Prote¢ao de Dados Pessoais
(LGPD). Disponivel em: http://www.planalto.gov.br/ccivil_03/_at02015-2018/2018/lei/
113709.htm. Acesso em: 30 jul. 2025.

CALIFORNIA. California Consumer Privacy Act of 2018 (CCPA), Cal. Civ. Code §
1798.100 et seq. (2018). Disponivel em: https://oag.ca.gov/privacy/ccpa. Acesso em: 25 jun.
2025.

COLOMBO, Cristiano; NETO, Eugénio Facchini. Mineracio de dados e andlise preditiva:
reflexdes sobre possiveis violagdes ao direito de privacidade na sociedade da informacao

e critérios para sua adequada implementagao a luz do ordenamento brasileiro. Revista

de Direito, Governanga e Novas Tecnologias, Florianépolis, v. 3, n. 2, p. 59-80, 2017.
Disponivel em: https://indexlaw.org/index.php/revistadgnt/article/view/2345. Acesso em: 25
jun. 2025.


http://www.planalto.gov.br/ccivil_03/Constituicao/Constituicao.htm
http://www.planalto.gov.br/ccivil_03/Constituicao/Constituicao.htm
http://www.planalto.gov.br/ccivil_03/Constituicao/Constituicao.htm
https://www.google.com/search?q=http://www.planalto.gov.br/ccivil_03/leis/2002/L10406.htm
https://www.google.com/search?q=http://www.planalto.gov.br/ccivil_03/leis/2002/L10406.htm
https://www.google.com/search?q=http://www.planalto.gov.br/ccivil_03/leis/2002/L10406.htm
https://oag.ca.gov/privacy/ccpa
https://oag.ca.gov/privacy/ccpa
https://indexlaw.org/index.php/revistadgnt/article/view/2345
https://indexlaw.org/index.php/revistadgnt/article/view/2345

Revista Direitos Culturais, Santo Angelo, v. 20, n. 52, p. 3-17, set./dez. 2025.

DIAS, Maria da Graca; BOLESINA, Ilton. A protecao de dados pessoais na era da inteligéncia
artificial. Revista de Direito e Tecnologia, v. 1, n. 1, p. 1-15, 2017.

DIAS, Felipe da Veiga; BOLESINA, Iuri. Direito 4 protegao de dados pessoais no Brasil e os
tragos centrais de uma autoridade local de protegao. Didlogos: Ciéncia, Cultura e Sociedade,
Belo Horizonte, v. 1, n. 1, p. 1-20, 2017. Disponivel em: https://unibh.emnuvens.com.br/
dcjpg/article/view/2165. Acesso em: 25 jun. 2025.

DONEDA, Danilo. Da privacidade a protecao de dados pessoais. Rio de Janeiro: Renovar,
2000.

FERNANDEZ-RUIZ, José Carlos. Digital Public Law: An Introduction Starting from
European Perspectives. SSRN, 2024. Disponivel em: https://papers.ssrn.com/sol3/papers.
cfm?abstract_id=4892084. Acesso em: 30 jul. 2025.

HARARI, Yuval Noah. Homo Deus: uma breve histéria do amanha. Traducio de Paulo
Geiger. Sao Paulo: Companhia das Letras, 2016.

LEONARDI, Marcela. Privacidade e algoritmos: o direito a autodeterminagao informativa no
cendrio da inteligéncia artificial. Revista Brasileira de Direito Civil, Belo Horizonte, v. 22, p.
1-20, out. 2020.

MARQUES, Claudia Lima; OLIVEIRA, André Luis de. O consumidor na era da inteligéncia
artificial: desafios para a protegao de dados e a ética dos algoritmos. Revista de Direito do
Consumidor, Sio Paulo, v. 27, n. 116, p. 33-52, mar./abr. 2018.

MISUGI, Guilherme; FREITAS, Cinthia Obladen de Almendra; EFING, Antonio

Carlos. Releitura da Privacidade Diante das Novas Tecnologias: Realidade Aumentada,
Reconhecimento Facial e Internet das Coisas. Revista Juridica Cesumar - Mestrado, Maringd
(PR), v. 16, n. 2, p. 427-453, maio/ago. 2016. Disponivel em: https://periodicos.unicesumar.
edu.br/index.php/revjuridica/article/view/4433. Acesso em: 30 jul. 2025.

ROTHMAN, Jennifer E. Intellectual Property, Personality Rights, and Artificial Intelligence.
SSRN, 20 nov. 2023. Disponivel em: https://papers.ssrn.com/sol3/papers.cfm?abstract_
id=4611395. Acesso em: 30 jul. 2025.

SARLET, Ingo Wolfgang. Dignidade da pessoa humana e direitos fundamentais: reflexées
sobre o impacto da inteligéncia artificial. Revista de Direito do Consumidor, Sao Paulo, v.
28, n. 120, p. 11-37, nov./dez. 2018.

SILVA, Tatiana Stropp da. Ativismo digital: novas formas de participagio politica na sociedade
em rede. Revista de Sociologia e Politica, Curitiba, v. 23, n. 53, p. 111-127, fev. 2015.

SIQUEIRA, Dirceu Pereira; CARDIN, Valéria Silva Galdino; WOLOWSKI, Matheus
Ribeiro de Oliveira. Biopolitica, Direitos da Personalidade e Inteligéncia Artificial: Uma
Reflexao Necessiria na Contemporaneidade. Revista Argumentum — RA, Marilia/SP, v.
22, n. 3, p. 1105-1131, set./dez. 2021. Disponivel em: https://ojs.unimar.br/index.php/
revistaargumentum/article/download/1655/972. Acesso em: 30 jul. 2025.


https://unibh.emnuvens.com.br/dcjpg/article/view/2165
https://unibh.emnuvens.com.br/dcjpg/article/view/2165
https://unibh.emnuvens.com.br/dcjpg/article/view/2165

Revista Direitos Culturais, Santo Angelo, v. 20, n. 52, p. 3-17, set./dez. 2025.

UNIAO EUROPEIA. Regulamento (UE) 2016/679 do Parlamento Europeu e do Conselho,
de 27 de abril de 2016. Relativo a protegio das pessoas singulares no que diz respeito ao
tratamento de dados pessoais e 4 livre circulagio desses dados e que revoga a Diretiva 95/46/
CE (Regulamento Geral sobre a Protecio de Dados). Jornal Oficial da Uniao Europeia,

L 119, 4 mai. 2016, p. 1-88. Disponivel em: https://eur-lex.europa.eu/legal-content/PT/
TXT/2uri=CELEX%3A32016R0679. Acesso em: 25 jun. 2025.

ZAINAGHI, Maria Cristina; COSTA, Jeferson. Direitos da Personalidade na Era Digital —
Inclusao e Responsabilidade. Revista Brasileira de Direitos da Personalidade, Maringd (PR), v.
1, n. 1, p. 84-94, 21 mar. 2024. Disponivel em: https://periodicos.unicesumar.edu.br/index.
php/RBDP/article/view/12365. Acesso em: 30 jul. 2025.


https://eur-lex.europa.eu/legal-content/PT/TXT/?uri=CELEX%3A32016R0679
https://eur-lex.europa.eu/legal-content/PT/TXT/?uri=CELEX%3A32016R0679
https://eur-lex.europa.eu/legal-content/PT/TXT/?uri=CELEX%3A32016R0679

